Join this session for a glimpse into the deep web’s cybercrime economy. During the session we will explore the different services being offered in the underground from phishing kits to malware to mobile, and see just how easy it is to carry out cybercrime attacks and why the need for defenders is greater than ever!

Daniel Cohen is head of RSA’s FraudAction group that provides hundreds of organizations worldwide with anti-fraud services, including phishing and malware attack handling and cybercrime intelligence operations. Through his work tracking its emerging threats and trends, Daniel has gained deep insight and expert knowledge of the cybercrime landscape and economy.